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CONFIGURATOR FORCED CLIENT
NETWORK REJOINING

CROSS-REFERENCE TO RELATED
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FIELD OF THE INVENTION

Certain embodiments of the invention relate to wireless
network communication. More specifically, certain embodi-
ments of the invention relate to a method and system for
exchanging setup configuration protocol information in bea-
con frames in a WLAN.

BACKGROUND OF THE INVENTION

Currently, with some conventional systems, setting up a
wireless network generally requires significant interaction
and technical knowledge on the part of a user setting up the
network, especially when the user is configuring security
options for the network. For computer savvy users, the tasks
associated with setting up a wireless network may be time
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consuming. However, for inexperienced computer users, the
tasks associated with setting up a wireless network may be
more challenging and consumes significantly greater time
than required by computer savvy users.

In general, 802.11-based networks require a significant
amount of user interaction during the configuration process.
Typically, with conventional 802.11-based networks, the
user needs to configure a station (STA) to associate to an
access point (AP), which may require a number of settings
to be selected on the STA, and some knowledge of the
default configuration of the AP. The user may then access an
HTML-based menu on the new AP in order to set various
configuration parameters, many of which are difficult for
novice and for intermediate users to understand and set
correctly. New APs generally start with a configuration that
provides no network security, and which utilize a default
network name (SSID) that is selected by the manufacturer
such as, for example, “Manufacturer Name”, “Default”, or
“wireless”. With the proliferation of 802.11 networks, users
often experience confusion and network problems when
their new AP uses the same SSID as a neighboring AP. In
order to facilitate communication between access points and
access devices such as wireless STAs, various protocols are
required. While the 802.11 WLAN standard provides a basis
for implementing WL AN, it lacks various features that may
be utilized to address the confusion, network problems and
issues that users face when, for example, their new AP uses
the same SSID as a neighboring AP.

Further limitations and disadvantages of conventional and
traditional approaches will become apparent to one of skill
in the art, through comparison of such systems with some
aspects of the present invention as set forth in the remainder
of the present application with reference to the drawings.

BRIEF SUMMARY OF THE INVENTION

A method and system for exchanging setup configuration
protocol information in beacon frames in a WLAN, sub-
stantially as shown in and/or described in connection with at
least one of the figures, as set forth more completely in the
claims.

These and other advantages, aspects and novel features of
the present invention, as well as details of an illustrated
embodiment thereof, will be more fully understood from the
following description and drawings.

BRIEF DESCRIPTION OF SEVERAL VIEWS OF
THE DRAWINGS

FIG. 1 is a block diagram of an exemplary wireless
network, which may be utilized in connection with an
embodiment of the invention.

FIG. 2 is a block diagram of an exemplary system for
wireless data communications comprising an ESS with
collocation of configurators and access points (AP), in
accordance with an embodiment of the invention.

FIG. 3 is a diagram illustrating exemplary message
exchanges based on a configuration protocol and initiated at
the configurator, in accordance with an embodiment of the
invention.

FIG. 4 is a diagram illustrating exemplary message
exchanges based on a configuration protocol and initiated at
the client station, in accordance with an embodiment of the
invention.

FIG. 5a is a block diagram for an exemplary beacon frame
format, in accordance with an embodiment of the invention.
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FIG. 5b is a block diagram for an exemplary beacon frame
body format, in accordance with an embodiment of the
invention.

FIG. 6a is a block diagram for an exemplary IEEE 802.11
information element format, in accordance with an embodi-
ment of the invention.

FIG. 6b is a diagram of an exemplary configuration
protocol information element, in accordance with an
embodiment of the invention.

FIG. 6c is a diagram of an exemplary configuration
protocol data field format, in accordance with an embodi-
ment of the invention.

FIG. 7a is a diagram of an exemplary configuration
protocol packet header format, in accordance with an
embodiment of the invention.

FIG. 7b is a diagram of an exemplary EAP header
message format for a configuration protocol, in accordance
with an embodiment of the invention.

FIG. 7c¢ is a diagram of an exemplary EAP header body
format for a configuration protocol, in accordance with an
embodiment of the invention.

FIG. 7d is a diagram illustrating an exemplary configu-
ration protocol packet type key format, in accordance with
an embodiment of the invention.

FIG. 7e is a diagram illustrating an exemplary configu-
ration protocol packet type info format, in accordance with
an embodiment of the invention.

DETAILED DESCRIPTION OF THE
INVENTION

Certain aspects of a method for enabling exchange of
information in a secure communication system may com-
prise configuring at least one 802.11 client station via
authentication enablement information comprising data that
specifies a time period during which configuration is
allowed. The data that specifies a time period during which
configuration is allowed may comprise a configuration win-
dow open field, which indicates a period when a configu-
ration setup window is open. At least one client station may
be configured via the authentication enablement information
comprising recently configured data, which indicates
whether at least one configurator has configured at least one
other client station within the time period during which the
configuration is allowed.

FIG. 1 is a block diagram of an exemplary wireless
network, which may be utilized in connection with an
embodiment of the invention. Referring to FIG. 1, there is
shown an access point (AP) 102, and a plurality of client
stations (STA) 104, 106, and 108, a plurality of RF channels
114, 116, and 118, and a network 110. The AP 102 may be
utilized as a configurator. The STAs 104, 106, and 108 may
be wireless terminals such as a PC, a laptop, or a PDA with
integrated or plug-in 801.11 capabilities. For example, the
PC may utilize a wireless NIC card and the laptop or PDA
may comprise integrated 801.11 capabilities. The network
110 may be a private or public network, for example, a
service provider or the Internet.

In operation, in instances where the STAs 104, 106, and
108 are configured, they may communicate with the AP 102
via corresponding secure RF channels 114, 116, and 118,
respectively. The AP 102 may communicate information
received from a configured STA 104, 106, or 108 via the
Internet 110. In instances where the STAs 104, 106, or 108
are unconfigured, they may communicate with the AP 102
functioning as a configurator to request configuration infor-
mation. The AP 102 functioning as a configurator may
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configure a requesting STA 104, 106, or 108 via a corre-
sponding RF channel 114, 116, or 118.

FIG. 2 is a block diagram of an exemplary system for
wireless data communications comprising an extended ser-
vice set (ESS) with collocation of configurators and access
points (AP), in accordance with an embodiment of the
invention. With reference to FIG. 2 there is shown a distri-
bution system (DS) 210, an extended service set (ESS) 220,
and an IEEE 802 LAN 222. The ESS 220 may comprise a
first basic service set (BSS) 202, and may include a second
BSS 212, and may also include additional BSSs. The first
BSS 202 may comprise a client station 204, and a collocated
configurator station and access point 208. The collocated
configurator station and access point 218 may comprise a
configuration processor 230. The second BSS 212 may
comprise a client station 214, and a collocated configurator
station and access point 218. The collocated configurator
station and access point 218 may comprise a configuration
processor 232. The IEEE 802 LAN 222 may comprise a
LAN station 224, and a collocated configurator station and
access point 226. The collocated configurator station and
access point 226 may comprise a configuration processor
234.

The collocated configurator station and access point 208
may be adapted to function as an access point or as a
configurator station. Throughout this application, for sim-
plicity, collocated configurator station and access point 208
may be referred to as collocated device 208. Accordingly,
the collocated device 208 functioning as an access point
refers to the collocated configurator station and access point
208 functioning as an access point. Additionally, the collo-
cated device 208 functioning as a configurator refers to the
collocated configurator station and access point 208 func-
tioning as a configurator. The plurality of configuration
processors, for example, configuration processor 230, 232
and 234 may comprise suitable logic, circuitry and/or code
that may be adapted to use authentication enablement infor-
mation comprising data that specifies a time period during
which configuration of at least one 802.11 client station, for
example, client station 104 may be allowed.

A BSS 202 may comprise a plurality of proximately
located stations that may communicate wirelessly, via a
wireless medium. A BSS 202 that is also associated with an
ESS 220 may be referred to as an infrastructure BSS. The
wireless medium may comprise an RF channel. The ESS
220, comprising a plurality of BSSs, BSS 202 and BSS 212,
for example, may be identified by a unique service set
identifier (SSID). The portal 226 may also be a member in
the ESS 220. Stations 204 and 214, associated with an ESS
220, may communicate via a wireless medium and/or via a
distribution system medium, for example the DS 210. The
DS 210 may comprise a distribution system medium that
further comprises a wired medium and/or a wireless
medium. A wired medium may comprise a physical com-
munications channel that enables STA 204 to transmit infor-
mation via a plurality of communications technologies, for
example electrical or optical signals. In an IEEE 802.11
WLAN, the collocated configurator station and access point
208 or collocated configurator station and access point 218
may comprise the functionality of an AP and the function-
ality of a configurator. In an IEEE 802.11 WLAN, an AP
may comprise the functionality of a station.

The collocated device 208 functioning as an AP, may
enable STA 204 to transmit information via the DS 210.
Portal 226 may enable a LAN station 224, which is located
in a traditional IEEE 802 LAN, to communicate with an
IEEE 802.11 STA 204, via the DS 210. A traditional IEEE
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802 LAN may comprise a wired medium. An IEEE 802
LAN 222 may not comprise an IEEE 802.11 WLAN, for
example BSS 202. The DS 210 may utilize media access
control (MAC) layer IEEE 802 addressing and/or network
layer addressing. If the DS 210 utilizes MAC layer IEEE
802 addressing, the collocated device 208, functioning as an
AP, collocated configurator station and access point 218
functioning as an AP, and/or the portal 226 may comprise
Ethernet switching device functionality. If the DS 210
utilizes network layer addressing, the collocated device 208,
functioning as an AP, collocated configurator station and
access point 218 functioning as an AP, and/or the portal 226
may comprise router functionality.

The collocated device 208 functioning as a configurator
may configure a STA 204, thereby enabling the STA 204 to
communicate wirelessly in a secure IEEE 802.11 network
that utilizes encryption. The collocated device 208 function-
ing as a configurator, may configure a STA 204 by commu-
nicating information to the STA 204 comprising an SSID
and an encryption key. The encryption key may also be
referred to as a passphrase. A configured STA 204 may be
authorized to utilize an IEEE 802.11 network based on the
received configuration information from the collocated
device 208 functioning as a configurator. A process by which
the STA 204 is authenticated may comprise configuration of
the STA 204. Various embodiments of the invention com-
prise a method and a system for configuring the STA 204
while requiring less manual intervention from a user than is
the case with some conventional methods and/or systems for
configuring the STA 204.

A non-AP station, for example, the client station 204
within the BSS 202 may subsequently form an association
with the collocated device 208 functioning as an AP. The
STA 204 may communicate an association request to the
collocated device 208 functioning as an AP, based on the
SSID that was received by the STA 204 during configura-
tion. The collocated device 208 functioning as an AP, may
communicate an association response to the STA 204 to
indicate to the STA 204 the result of the association request.
By associating with the collocated device 208 functioning as
an AP, the station 204 may become a member of BSS 202.
Furthermore, by obtaining membership in BSS 202, the STA
204 may become authorized to engage in secure wireless
communication with other client stations in the ESS 220.
Similarly, non-AP client station 214 within a BSS 212 may
form an association with the collocated configurator station
and access point 218 functioning as an AP, enabling the STA
214 to become a member of BSS 212.

Subsequent to the formation of an association between the
client station 204 and the collocated device 208 functioning
as an AP, the collocated device 208 functioning as an AP,
may communicate accessibility information about the client
station 204 to other APs associated with the ESS 220, such
as the collocated configurator station and access point 218
functioning as an AP, and portals such as the portal 226. In
turn, the collocated configurator station and access point 218
functioning as an AP, may communicate accessibility infor-
mation about the client station 204 to stations in BSS 212.
The portal 226, such as for example an Ethernet switch or
other device in a LAN, may communicate reachability
information about the client station 204 to stations in LAN
222, such as LAN station 224. The communication of
reachability information about the client station 204 may
enable stations that are not associated in BSS 202, but are
associated in ESS 220, to communicate with the client
station 204.
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The DS 210 may provide an infrastructure that enables a
client station 204 in one BSS 202, which has been authen-
ticated and configured in accordance with various embodi-
ments of the invention, to engage in a secure wireless
communication with a client station 214 in another BSS 212.
The DS 210 may also enable a client station 204 in one BSS
202 to communicate with a LAN station 224 in a non-802.11
LAN 222, such as a wired LAN. The collocated device 208,
functioning as an AP, collocated configurator station and
access point 218 functioning as an AP, or portal 226 may
provide a facility by which a station in a BSS 202, BSS 212,
or LAN 222 may communicate information via the DS 210.
The client station 204 in BSS 202 may communicate infor-
mation to a client station 214 in BSS 212 by transmitting the
information to collocated device 208 functioning as an AP.
The collocated device 208 functioning as an AP may trans-
mit the information via the DS 210 to the collocated con-
figurator station and access point 218 functioning as an AP,
which, in turn, may transmit the information to station 214
in BSS 212. The client station 204 may communicate
information to a LAN station 224 in LAN 222 by transmit-
ting the information to collocated device 208 functioning as
an AP. The collocated device 208 functioning as an AP may
transmit the information via the DS 210 to the portal 226,
which, in turn, may transmit the information to the LAN
station 224 in LAN 222.

FIG. 3 is a diagram illustrating exemplary message
exchanges based on a configuration protocol and initiated at
the configurator, in accordance with an embodiment of the
invention. FIG. 3 presents an exemplary exchange of mes-
sages between the collocated device 208 (FIG. 2) function-
ing as a configurator, and the client station 204, based on a
configuration protocol. In step 302, the collocated device
208 functioning as a configurator, may be configured. A
collocated device 208 functioning as a configurator, which is
not configured to supply configuration information to a
requesting client station 204 during authentication may be
referred to as an unconfigured collocated device 208 func-
tioning as a configurator. In an unconfigured collocated
device 208 functioning as a configurator, activation of a
button located thereon for a specified time duration may
initiate step 302.

The time duration for which the button is activated may
correspond to, for example, a “short” button activation. In
instances where the collocated device 208 functions as a
configurator, configuration may comprise entering an SSID,
and/or entering a passphrase. The SSID and/or passphrase
that is entered and/or generated during the configuration
may subsequently be utilized when configuring client sta-
tions 204. If a passphrase is not entered, the configurator
may be adapted to generate one, which may subsequently be
utilized to configure client stations 204. The entered and/or
generated configuration information may be stored in non-
volatile memory, and/or in a storage device at the collocated
device 208, for example. When the collocated device 208
functions as a configurator, it may retrieve the configuration
information from the non-volatile memory and/or storage
device and use it to configure client stations 204.

In a configured collocated device 208, functioning as a
configurator, activation of the button thereon for a specific
time duration may result in step 302 being bypassed, and
step 304 initiated. The specific time duration for which the
button is activated may correspond to, for example, a short
button activation. In step 304, a configurator timing window
may be opened at the collocated device 208 functioning as
a configurator. The opening of the configurator timing
window may correspond to the start of a time duration
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during which a client station 204 may be configured by the
collocated device 208 functioning as a configurator. The
time during which the configurator timing window remains
open subsequent to a short button activation may be con-
figured at the collocated device 208 functioning as a con-
figurator.

In step 305, at a time instant subsequent to the opening of
the configurator timing window in step 304, the collocated
device 208 functioning as an AP, may transmit IEEE 802.11
beacon frames comprising authentication enablement infor-
mation, in accordance with an embodiment of the invention.
The authentication enablement information may comprise
data that indicates when the configurator timing window is
open, and that the collocated device 208 functioning as a
configurator is ready to configure a client station 204. In one
embodiment of the invention, the authentication enablement
information may comprise a flag field, window_open, which
may be set to a Boolean value to indicate whether the
configurator timing window is open or closed. A logical
value window_open=TRUE, or a numerical value windo-
w_open=1 may indicate that the configurator timing window
is open, for example. A logical value
window_open=FALSE, or a numerical value window_o-
pen=0 may indicate that the configurator timing window is
closed, for example. The authentication enablement infor-
mation may comprise a flag field, recently_cfg, which may
be set to a Boolean value to indicate whether the collocated
device 208 functioning as a configurator, is ready to con-
figure a client station 204. A logical value
recently_cfg=FALSE, or a numerical value recently_cfg=0
may indicate that the collocated device 208 functioning as a
configurator, is ready to configure a client station 204, for
example. A logical value recently_cfg=TRUE, or a numeri-
cal value recently_cfg=1 may indicate that the collocated
device 208 functioning as a configurator, has already con-
figured a client station 204 during the current configurator
timing window open time interval and is not ready to
configure a client station 204, for example.

At a time instant when a configurator timing window is
opened, a subsequent first beacon message, associated with
the step 305, transmitted by the collocated device 208
functioning as a configurator. The message, associated with
the step 305, may comprise flags window_open=TRUE,
indicating that the configurator timing window is open, and
recently_cfg=FALSE, indicating that the collocated device
208 functioning as a configurator, is ready to configure a
client station 204. Beacon frames transmitted by the collo-
cated device 208 functioning as an AP, at instants in time
during which the configurator timing window is not open
may not comprise authentication enablement information. In
step 305, these beacon frames may be received by a client
station 204.

In a client station 204, activation of the button, located at
a client station 204 may initiate step 306. In step 306, a client
timing window may be opened at the client station 204. The
opening of the client timing window may correspond to the
start of a time duration in which a client station 204 may
request to be configured by the collocated device 208
functioning as a configurator. The client station 204 may
also start a discovery protocol. The discovery protocol
comprises a process by which a client station 204 may locate
a collocated device 208 functioning as a configurator, with
which to initiate an authentication exchange. The client
station 204 may scan beacon frames received from one or
more collocated devices 208 functioning as either a con-
figurator or an access point. A beacon frame collocated
device 208 functioning as a configurator may comprise
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authentication enablement information. Subsequent to the
opening of the client timing window, the client station 204
may communicate authentication response information to
the collocated device 208 functioning as a configurator, via
one or more messages associated with the steps 308, 312,
316, 320 and 324. The client station 204 may communicate
the one or more messages, associated with the steps 308,
312, 316, 320 and 324, comprising authentication response
information based on authentication enablement information
contained in the transmitted beacon frame during a time
interval in which the configurator timing window was open.

A button located at either the collocated device 208
functioning as a configurator, or the client station 204, may
comprise a hardware button, for example a physical button,
and/or a software enabled button, for example, a glyph or
icon that is displayed in a user interface.

Steps 308, 310, 312, and 314 may comprise message
exchanges based on IEEE 802.11 comprising an open
authentication and join of a basic service set (BSS) as
defined in IEEE 802.11. The BSS utilized during open
authentication may utilize a different SSID than that utilized
by the infrastructure BSS 202. In step 308, an authentication
request message may be sent by the client station 204, to the
collocated device 208 functioning as a configurator. In step
310, the collocated device 208 functioning as a configurator,
may send an authentication response message to the client
station 204. In step 312, the client station 204 may send an
association request message, associated with the step 312, to
the collocated device 208 functioning as a configurator. In
step 314, the collocated device 208 functioning as a con-
figurator, may send an association response message, asso-
ciated with the step 314, to the client station 204.

Steps 316, 318, 320, and 322 may comprise a packet
exchange based on a configuration protocol, in accordance
with various embodiments of the invention. The packet
exchange may utilize, but may not be limited to, the Diffie-
Hellman (DH) protocol. In step 316, the client station 204
may communicate a hello packet to the collocated device
208 functioning as a configurator. The hello packet, associ-
ated with the step 316, may indicate to the collocated device
208 functioning as a configurator, that the client station 204
is ready to be configured. In step 318, the collocated device
208 functioning as a configurator, may communicate a key1
message to the client station 204. The keyl message, asso-
ciated with the step 318, may comprise a configurator key.
In step 320, the client station 204 may communicate a key2
message to the collocated device 208 functioning as a
configurator. The key2 message, associated with the step
320, may comprise a client key.

In step 322, the collocated device 208 functioning as a
configurator, may communicate a configuration message to
the client station 204. The configuration message, associated
with the step 322, may comprise configuration information
that may be utilized to authenticate a client station 204. The
configuration information communicated in the configura-
tion message, associated with the step 322, may be
encrypted based on the configurator key and/or the client
key. In step 324, the client station 204 may communicate a
status message to the collocated device 208 functioning as a
configurator. The status message 324 may be sent subse-
quent to decryption of at least a portion of the configuration
message 322. The client station 204 may utilize the con-
figurator key and/or the client key to decrypt at least a
portion of the configuration message, associated with the
step 322 that was previously encrypted by the collocated
device 208 functioning as a configurator. The status mes-
sage, associated with the step 324, may indicate whether the



US 9,479,935 B2

9

client station 204 was successfully configured during the
packet exchange. If the client station was successfully
configured, the status message, associated with the step 324,
may indicate success. The collocated device 208 functioning
as a configurator, may store authentication information
about the configured client 204 in persistent memory. Per-
sistent memory may comprise any of a plurality of device
storage technologies that may be utilized to maintain infor-
mation about the configured client station 204 until action is
taken to release the stored information from persistent
memory. These actions may comprise manual intervention at
the collocated device 208 functioning as a configurator, by
a user, or automatic intervention by a software process
executing at the configurator.

In step 326, the client station 204 may rejoin the WLAN
based on the received configuration information. The steps
performed during the rejoin, associated with the step 326,
may be substantially as defined in IEEE 802.11. The rejoin,
associated with the step 326, may occur via a secure RF
channel that utilizes the received configuration information
in step 322. For example, the rejoin, associated with the step
326, may utilize the SSID that was received by the client
station during the packet exchange. Subsequent to configu-
ration of the client station 204, the collocated device 208
functioning as a configurator, may not be available to
configure another client station 106 during the current
configurator registration window time interval. Beacon
frames may be transmitted by the collocated device 208
functioning as an AP, subsequent to the configuration of the
client station 204. These beacon frames may comprise
information that indicates that the configurator timing win-
dow is closed, and that the collocated device 208 functioning
as a configurator, has already configured a client station 204
during the current configurator timing window open time
duration. This may indicate to a subsequent client station
204 that receives the beacon frames that the collocated
device 208 functioning as a configurator, is not currently
ready to configure a client station 204.

In various embodiments of the invention, the packet
exchange, comprising the steps 316, 318, 320, 322 and 324,
may be performed by a collocated device 208 functioning as
a configurator, and a client station 204 that communicate
wirelessly, via a wireless medium. The collocated device
208 functioning as a configurator, and client station 204 may
also communicate during the packet exchange via a wired
medium, for example, via an Ethernet LAN 222. If the
collocated device 208 functioning as a configurator, receives
a packet, for example an authentication request, associated
with the step 308, from the client station 204, via a wireless
medium, subsequent packet exchanges between the collo-
cated device 208 functioning as a configurator, and client
station 204 may be communicated wirelessly. If the collo-
cated device 208 functioning as a configurator receives a
packet from the client station 204, via a wired medium,
subsequent packet exchanges between the collocated device
208 functioning as a configurator, and client station 204 may
be communicated via a wired medium. The received packet
may be, for example, a hello packet, associated with the step
316.

In operation, if the time duration for button activation at
the collocated device 208 functioning as a configurator,
corresponds to a “long” button activation, the collocated
device 208 functioning as a configurator, may generate a
new SSID and/or passphrase. The new SSID and/or pass-
phrase may replace an SSID and/or passphrase that was
stored in the collocated device 208 functioning as a con-
figurator, as configuration information prior to the long
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button activation. For either a configured, or unconfigured
collocated device 208 functioning as a configurator, a long
button activation may initiate step 302. Subsequent to a long
button activation, the configurator may also release, from
persistent memory, configuration information pertaining to
previously configured client stations 204. As a consequence,
previously configured client stations 204 may lose the ability
to engage in secure wireless communications via the BSS
202 or ESS 220. The client stations 204 may be required to
repeat the process of authentication with a collocated device
208 functioning as a configurator, to regain the ability to
engage in secure wireless communications via the BSS 202
or ESS 220.

The exchange of authentication enablement information,
authentication response information and configuration infor-
mation in messages associated with the steps 305, 308, 310,
312, 314, 316, 318, 320, 322 and 324, between a collocated
device 208 functioning as a configurator, and a client station
204, may occur within a time duration in which the con-
figurator timing window is open. The configurator timing
window is closed after a time interval corresponding to a
configurator timing window open duration lapses or ends.
The exchange of authentication enablement information,
authentication response information and configuration infor-
mation, in messages associated with the steps 305, 308, 310,
312, 314, 316, 318, 320, 322 and 324, between a collocated
device 208 functioning as a configurator, and a client station
204, may occur within a time duration in which the client
timing window is open. After a time interval corresponding
to a client timing window open duration lapses, the client
timing window is closed.

FIG. 4 is a diagram illustrating exemplary message
exchanges based on a configuration protocol and initiated at
the client station, in accordance with an embodiment of the
invention. FIG. 4 is substantially as described in FIG. 3 with
the exception that the button activation occurs at the client
station 204, to open the client timing window, at a time
instant prior to a time instant at which the button activation
occurs at the collocated device 208 functioning as a con-
figurator, to open the configurator timing window. Subse-
quent to the button activation to open the client timing
window, associated with the step 406, at the client station
204, the client station 204 may wait to receive a beacon
frame, associated with the step 305. The beacon frame,
associated with the step 305, may comprise authentication
enablement information from the collocated device 208
functioning as an AP, prior to proceeding with step 308. If
the client station 204 had previously received, and stored, a
beacon frame comprising authentication enablement infor-
mation, the client station 204 may communicate an authen-
tication request message 308 to a collocated device 208
functioning as a configurator, that transmitted the previously
received beacon frame to the client station 204. The client
station 204 may not wait to receive a beacon frame, asso-
ciated with the step 305, that was transmitted by a collocated
device 208 functioning as a configurator, subsequent to the
button activation, associated with the step 406, at the client
station 204. Subsequent message exchanges in FIG. 4 are
substantially as described for FIG. 3.

FIG. 5a is a diagram of an exemplary beacon frame
format, in accordance with an embodiment of the invention.
With reference to FIG. 5a there is shown a beacon frame
format 502 with a time period, Tf equal to 10 ms. The
beacon frame 502 may comprise a frame control field 504,
a duration field 506, a destination address field 508, a source
address field 510, a BSSID field 512, a sequence control
field 514, a beacon frame body 516, and a frame check
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sequence (FCS) 518. The format of the beacon frame may be
based on specifications contained in IEEE standard 802.11.

The frame control field 504 may comprise information
that identifies the frame as being a beacon frame. The
duration field 506 may comprise information indicating the
amount of time that is to be allocated for transmitting the
beacon frame 502 and for receiving an acknowledgement of
transmission. The destination address field 508 may com-
prise information identifying an address of one or more
stations, such as, for example, client station 204, that are
intended to receive the beacon frame 502. The source
address field 510 may comprise information identifying the
address of the station that transmitted the beacon frame 502.
The BSSID field 512 may comprise information identifying
the address of an AP that is a current member of the basic
service set (BSS), such as, for example BSS 102. The
sequence control field 514 may be utilized to identify a
beacon frame that may be a segment within a larger protocol
data unit (PDU). The beacon frame body 516 may comprise
information that is specific to a beacon frame. The frame
check sequence (FCS) field 518 may be utilized to detect
errors in a received beacon frame 502.

In operation, the beacon frame 502 may be communicated
by an AP, such as, for example, AP 108, in a BSS, such as,
for example, BSS 102. The beacon frame may enable
stations within a BSS to locate an AP within the ESS. A
station that is not a current member of the BSS may establish
an association with the AP based on the BSSID field.

FIG. 55 is a diagram of an exemplary beacon frame body
format, in accordance with an embodiment of the invention.
With reference to FIG. 55, there is shown a beacon frame
body format 522. The beacon frame body format 522 may
comprise a timestamp field 524, a beacon interval field 526,
a capability information field 528, a SSID field 530, a
supported rates field 532, a frequency hopping (FH) param-
eter set field 534, a direct sequence spread spectrum param-
eter set field 536, a contention free (CF) parameter set field
538, an independent BSS (IBSS) parameter set field 540, a
traffic information message field 542, and a setup configu-
ration protocol (SP) information element (IE) field 544.

The timestamp field 524 may indicate a time at which the
beacon frame was transmitted. The beacon interval field 526
may indicate the amount of time that may transpire between
beacon frame transmissions. The capability information
field 528 may be used to communicate capabilities related to
a station, such as, for example, client station 104, that
transmits the beacon frame. The SSID field 530 may identify
ESS membership information of the station, such as, for
example, client station 104, transmitting the beacon. The
supported rates field 532 may indicate data rates that may be
supported by the station that transmitted the beacon frame.
The FH parameter set field 534 may comprise information
about stations that utilize frequency hopping. The DH
parameter set field 536 may comprise information about
stations that utilize direct sequence spread spectrum. The CF
parameter set field 538 may comprise information about
APs, such as, for example, AP 108, that support contention
free polling of stations in a BSS such as, for example, BSS
202. The IBSS parameter set 540 may comprise information
about stations that are members of an IBSS that do not
comprise an AP and do not access stations outside of the
BSS via a DS such as, for example, DS 110. The SP IE field
544 may comprise authorization enablement information
that is utilized by a configuration protocol.

In operation, a configurator, such as, for example, AP 102
functioning as a AP 102 functioning as a configurator station
102, may transmit a beacon frame comprising the SP infor-
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mation element field 544. A station within a BSS may
identify a configurator based on the source address field 510
of the beacon frame, and based upon the presence of a SP
information element 544 in the beacon frame body 516. The
SP information element may comprise information that is
not specified in IEEE standard 802.11. Ethernet frames that
comprise the SP information element may be identified
based on the Ethertype field in the Ethernet frame header,
where the Ethernet frame header may be as specified in
IEEE 802.

FIG. 6a is a diagram of an exemplary IEEE 802.11
information element format, in accordance with an embodi-
ment of the invention. With reference to FIG. 6a, there is
shown an IEEE 802.11 information element (IE) 602. The
IEEE 802.11 IE 602 may comprise an identifier field (ID)
604, a length field 606, and an information field 608. The ID
field 604 may comprise 1 octet of binary information, for
example. The length field 606 may comprise 1 octet of
binary information, for example. The information field 608
may comprise a plurality of octets of a number specified in
the length field 606.

FIG. 6b is a diagram of an exemplary configuration
protocol information element, in accordance with an
embodiment of the invention. With reference to FIG. 65,
there is shown a setup configuration protocol (SP) IE 612.
The SP IE 612 may comprise an ID field 614, a length field
616, an organizational unique identifier (OUI) field 618, a
configuration protocol type field 620, a configuration pro-
tocol subtype field 622, a version field 624 and a data field
626. The format of the SP IE 612 may be based on the IEEE
802.11 IE 602. The ID field 614 may comprise 8 bits of
binary information, for example, and may comprise a value
suitable for uniquely identifying the information element as
being utilized for setup. The length field 616 may comprise
8 bits of binary information, for example. The OUI field 618
may comprise 24 bits of binary information, for example,
and may comprise a value suitable for unique identification.

When the configuration protocol window is opened by the
configurator, for example, the AP 102 functioning as a
configurator, the AP 102 may indicate this event to the other
stations connected to the ESS, for example, ESS 220 by
broadcasting this information in beacon frames 305 and
probe response information elements. Alternatively, the ID
field 614 may comprise a value suitable for identifying the
information element as a category of information elements
that may be used by multiple protocols, and the OUI field
618 may comprise a value suitable for identifying the
information element as being utilized for setup. The con-
figuration type field 620 may comprise 8 bits of binary
information, for example, and may be vendor specific. The
configuration subtype field 622 may comprise 8 bits of
binary information, for example, and may be vendor spe-
cific. The version field 624 may comprise 8 bits of binary
information, for example, and may comprise a value suitable
for distinguishing different versions of the SP IE 612. The
data field 626 may comprise 8 bits of binary information, for
example, to provide authorization enablement information
that may be utilized by a client station that is being config-
ured and authenticated utilizing a configuration protocol.

FIG. 6c¢ is a diagram of an exemplary configuration
protocol data field format, in accordance with an embodi-
ment of the invention. With reference to FIG. 6¢ there is
shown a configuration protocol data field 632. The configu-
ration protocol data field 632 may comprise a configuration
protocol window open field 634, a configuration protocol for
wireless distribution system (WDS) window open field 636
and a reserved field 638 reserved for future use. The con-
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figuration protocol window open field 634 may comprise 1
bit of binary information, for example, and may comprise
information suitable for specifying a configurator timing
window to a client station, such as, for example, client
station 104. The configuration protocol window open field
634 may be set to 1, for example, if the configuration
protocol window is currently open for a configuration pro-
tocol client, for example, client station 104 and may be set
to 0, for example, otherwise. The configuration protocol
window open field 634 may indicate whether the configu-
rator timing window is open, or closed. In this regard, the
configuration protocol open window field 634 may specify
a time period during which configuration is allowed. The
configuration protocol for wireless distribution system
(WDS) window open field 636 may be set to 1, for example,
if the configuration protocol window is currently open for a
configuration protocol WDS client and may be set to 0, for
example, otherwise. The reserved field may comprise 6 bits
of binary information, for example, and may be utilized for
future use. The configurator, for example, AP 102 function-
ing as a configurator may indicate a recently configured state
if none of the bits in the SP IE field 612 are set to 1, for
example. The recently configured state may indicate
whether the configurator has already configured another
client during the current configuration protocol window
opening period.

In operation, when the configurator timing window is
open, a client, such as, for example, client station 104, may
be permitted to utilize a configurator, such as, for example,
AP 102 functioning as a configurator station 102, for con-
figuration and authentication based on a configuration pro-
tocol. If the configurator timing window is closed, a client
may not be permitted to utilize the configurator for configu-
ration and authentication based on a configuration protocol.
The amount of time that may transpire between when a
configurator timing window is open and when the configu-
rator timing window is subsequently closed may be deter-
mined during configuration of the configurator. If the client
expected to be configured during the current configurator
timing window but was unable to do so as a result of
information in the recently configured field, the client may
report that an unintended client may have utilized the
configurator for configuration and authentication based on a
configuration protocol.

FIG. 7a is a diagram of an exemplary configuration
protocol packet header format, in accordance with an
embodiment of the invention. With reference to FIG. 7a,
there is shown configuration protocol packet header format
702. The configuration protocol packet header 702 may
comprise an Ethernet header field 724, an extensible authen-
tication protocol (EAP) header field 726, a version field 728,
a configuration protocol type field 730, a flags field 732 and
a reserved field 734 for future use. The Ethernet header field
724 may comprise an Ethernet destination address and an
Ethernet source address, for example. The EAP header field
726 may comprise data that specifies the version, type and
length of the EAP header. The version field 728 may
comprise information that identifies the version of the con-
figuration protocol packet header 702. The configuration
protocol type field 730 may comprise information that
identifies the packet type of the configuration protocol. The
configuration protocol type field 730 may indicate a type of
transmitted message between the configurator 208 and the
client station 204. For example, a hello message as illus-
trated in step 316, a public key 1 message as illustrated in
step 318, a public key 2 message as illustrated in step 320,
a SSID/passphrase message as illustrated in step 322 or a
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status message 324. The flags field 732 may comprise 8 bits
of binary information, for example, and may be adapted to
provide additional information pertaining to a configuration
protocol at the configurator.

FIG. 7b is a diagram of an exemplary EAP header
message format for a configuration protocol, in accordance
with an embodiment of the invention. With reference to FIG.
7b, there is shown an EAP header 726. The EAP header 726
may comprise a version field 754, a packet type field 756, a
packet length field 758 and an EAP body field 760. The
version field 754 may comprise 8 bits of binary information,
for example, that indicates the version of the extensible
authentication protocol over LAN (EAPOL). The packet
type field 756 may comprise 8 bits of binary information, for
example, that indicates the type of the EAPOL packet
utilized. The packet length field 758 may comprise 16 bits of
binary information, for example, that indicates the length of
the configuration protocol packet header 702. The EAP
header body field 760 may comprise data that indicates the
EAP version, EAP type and EAP length of the configuration
protocol packet header 702.

FIG. 7¢ is a diagram of an exemplary EAP header body
format for a configuration protocol, in accordance with an
embodiment of the invention. With reference to FIG. 7c,
there is shown an EAP header body field 760. The EAP
header body field 760 comprises an EAP code field 732, an
EAPID field 734, an EAP length field 736, an EAP type field
737, EAP vendor ID field 738 and an EAP vendor type field
739. The EAP code field 732 may comprise information that
indicates whether the EAP packet is a request identity packet
or a response identity packet. For example, an access point
102 may communicate a request-identity EAP packet to the
client station 104 to identify the client station trying to
access the AP 102. The client station 104 may respond by
communicating a response-identity EAP packet to the AP
102 confirming its identity. The EAP ID field 734 may
comprise information that indicates the current identity of
the request-identity EAP packet. The EAP length field 736
may comprise information that indicates the length of the
EAP header field 726. The EAP type field 737 may comprise
information that indicates the type of EAP packet. The EAP
vendor ID field 738 may comprise 24 bits of binary infor-
mation, for example, that indicates the vendor ID of the EAP
packet. The EAP vendor type field 739 may comprise 32 bits
of information, for example, that indicates the vendor type
of the EAP packet.

FIG. 7d is a diagram illustrating an exemplary configu-
ration protocol packet type key format, in accordance with
an embodiment of the invention. With reference to FIG. 74,
there is shown a configuration protocol packet type key
format 740. The configuration protocol packet type key 740
comprises a configuration protocol header 702, a public key
length 744 and a public key 746. The configuration protocol
packet type key 1 and the configuration protocol packet type
key 2 may have a format similar to the configuration
protocol packet type key format 740. The configuration
protocol header 702 is substantially as described in FIG. 7a.
The public key length field 744 may comprise information
that indicates the length of the public key utilized. The
public key field 746 may comprise algorithm information
that specifies the public key 1 for the configuration protocol
packet type key 1 or public key 2 for the configuration
protocol packet type key 2. For example, an encryption type
may be specified during setup configuration and authoriza-
tion of the client such as, for example, the Diffie-Hellman
(DH) algorithm. The public key field 746 for the public key
1 message may comprise the configurator’s generated public
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key for algorithm information exchange, for example, DH
algorithm information exchange. The public key field 746
for the public key 2 message may comprise the client’s
generated public key for algorithm information exchange,
for example, DH algorithm information exchange. The
client, for example, client station 104 may transmit a public
key 2 message as illustrated in step 324 in response to a
transmitted public key 1 message as illustrated in step 322
previously received from a configurator. The public key 2
message may be transmitted as plaintext.

FIG. 7e is a diagram illustrating an exemplary configu-
ration protocol packet type info format, in accordance with
an embodiment of the invention. With reference to FIG. 74,
there is shown configuration protocol packet type info
format 750. The configuration protocol packet type info
format 780 comprises a configuration protocol header 702,
a service set identifier (SSID) field 784, an encrypted
passphrase field 786 and a passphrase length field 788.

The SSID field 784 may comprise a unique identifier
attached to the header of the configuration protocol packets
sent over a WLAN that may act as a password when a client
station, for example, client station 104 tries to connect to the
BSS, for example, BSS 202. The SSID field 784 may
comprise information that indicates the SSID of the secure
configuration protocol network. The SSID field 784 may
specify an ESS, such as, for example, ESS 220, to which the
client may become a member. The encrypted passphrase
field 786 may comprise information that is utilized to
configure the client based on a configuration protocol. The
encrypted pas sphrase field 786 may be randomly generated
at the AP 102 and transmitted to the client 104 in an
encrypted format. The key for the encryption may be derived
using the Diffie-Hellman (DH) protocol or its variant, for
example. The DH protocol may generate a shared 1536-bit
key, for example. This key may be converted to a 128-bit key
using an encryption algorithm such as secure has access 1
(SHA1), for example. The 128-bit key may be utilized for
advanced encryption standard (AES) wrapping of the
encrypted passphrase before being transmitted over the air.
The encrypted passphrase field 786 may specify, as cipher-
text, a secret key that may be utilized by the client to
establish secure communications in an IEEE 802.11 WLAN.
The encrypted passphrase field 786 may be decrypted based
on the exchange of shared keys in the public key 1 message
and the public key 2 message. The passphrase length field
788 may comprise information that indicates the length of
the encrypted passphrase.

A configuration protocol packet type hello may be com-
municated from the client to the configurator to inform the
configurator that the client is ready for exchange of packets.
The configuration protocol packet type key 1 may be com-
municated by the configurator to the client in response to
receiving the configuration protocol packet type hello from
the client. The configuration protocol packet type key 2 may
be communicated by the client to the configurator in
response to receiving the configuration protocol packet type
key 1 from the configurator. After the configuration protocol
packet type key 1 and configuration protocol packet type key
2 have been exchanged, the configurator and client may
calculate a shared secret key that may be utilized to encrypt
the configuration information. The configuration protocol
packet type info may be communicated by the configurator
to the client in response to receiving the configuration
protocol packet type key 2 from the client. The configuration
protocol packet type status may be communicated by the
client to the configurator in response to receiving the con-
figuration protocol packet type info from the configurator.
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The configuration protocol packet type status may indicate
the status of exchange of the configuration protocol mes-
sages. If the client successfully receives and decrypts the
configuration information in the configuration protocol
packet type info message, the client may communicate a
configuration protocol packet type status message indicating
a success of exchange of messages.

If the client did not receive the configuration protocol
packet type info or is unable to decrypt the configuration
information in the configuration protocol packet type info
message, the client may communicate a configuration pro-
tocol packet type status message indicating a failure of
exchange of messages. The configuration protocol packet
type status may be communicated by the configurator 208 or
the client station 204 at anytime to terminate the exchange
of messages between the configurator 208 and the client
station 204, if required. A configuration protocol packet type
echo request may be communicated by the client to the
configurator during link verification and wired discovery. A
configuration protocol packet type echo response may be
communicated by the configurator to the client during link
verification and wired discovery in response to a received
configuration protocol packet type echo request from the
client. The configuration protocol exchange is substantially
as described in FIG. 3.

Certain aspects of a method and system for enabling
exchange of information in a secure communication system
may comprise at least one configuration processor, for
example, configuration processor 230 that uses authentica-
tion enablement information comprising data that specifies a
time period during which configuration of at least one
802.11 client station, for example, client station 204 is
allowed. The data that specifies a time period during which
configuration is allowed may comprise a configuration pro-
tocol window open field 634, which indicates a period when
a configuration setup window is open. At least one client
station, for example, client station 204 may be configured
via the authentication enablement information comprising
recently configured data, which indicates whether at least
one configurator has configured at least one other client
station within the time period during which the configuration
is allowed.

The authentication enablement information may comprise
recently configured data for configuring the client station
204, which indicates whether the configurator 208 has
configured at least one other client station, for example,
client station 206 during the configuration setup window
opening period. The configuration of the client station 204
may be disallowed if the recently configured data indicates
configuration of at least one other client station, for example,
client station 206 by the configurator 208 within the time
period during which the configuration is allowed. The
authentication enablement information may comprise at
least one version field, for example, version field 624, which
indicates a version of a configuration protocol that is utilized
to configure the client station 204.

The configuration protocol version field 624 may com-
prise 6 bits of binary information, for example, and may
comprise information suitable for distinguishing different
versions of a configuration protocol. The configuration pro-
tocol window open field 634 may comprise 1 bit of binary
information, for example, and may comprise information
suitable for specifying a configurator timing window to a
client station, such as, for example, client station 104. The
configuration protocol window open field 634 may indicate
whether the configurator timing window is open, or closed.
The authentication enablement information may further
comprise an encrypted passphrase, for example, the
encrypted passphrase field 786, which authenticates the
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802.11 client station 204. The encrypted passphrase field
786 may be generated by an encryption algorithm, for
example, the Diffie-Hellman (DH) algorithm. The public
key field 746 for the public key 1 message may comprise the
configurator’s generated public key for algorithm informa-
tion exchange, for example, DH algorithm information
exchange. The public key field 746 for the public key 2
message may comprise the client’s generated public key for
algorithm information exchange, for example, DH algorithm
information exchange. The client, for example, client station
104 may transmit a public key 2 message as illustrated in
step 324 in response to a transmitted public key 1 message
as illustrated in step 322 previously received from a con-
figurator. The public key 2 message may be transmitted as
plaintext.

The authentication enablement information may further
comprise at least one service identifier, for example the
SSID field 784, which identifies the 802.11 client station
204. The configuration processor 230 may be adapted to
authenticate the 802.11 client station 204 via the authenti-
cation enablement information by exchanging a plurality of
public keys. The authentication enablement information
may further comprise status data, which indicates a status of
messages exchanged between at least one configurator, for
example, configurator 208 and at least one 802.11 client
station, for example, client station 204.

Accordingly, the present invention may be realized in
hardware, software, or a combination of hardware and
software. The present invention may be realized in a cen-
tralized fashion in at least one computer system, or in a
distributed fashion where different elements are spread
across several interconnected computer systems. Any kind
of computer system or other apparatus adapted for carrying
out the methods described herein is suited. A typical com-
bination of hardware and software may be a general-purpose
computer system with a computer program that, when being
loaded and executed, controls the computer system such that
it carries out the methods described herein.

The present invention may also be embedded in a com-
puter program product, which comprises all the features
enabling the implementation of the methods described
herein, and which when loaded in a computer system is able
to carry out these methods. Computer program in the present
context means any expression, in any language, code or
notation, of a set of instructions intended to cause a system
having an information processing capability to perform a
particular function either directly or after either or both of
the following: a) conversion to another language, code or
notation; b) reproduction in a different material form.

While the present invention has been described with
reference to certain embodiments, it will be understood by
those skilled in the art that various changes may be made and
equivalents may be substituted without departing from the
scope of the present invention. In addition, many modifica-
tions may be made to adapt a particular situation or material
to the teachings of the present invention without departing
from its scope. Therefore, it is intended that the present
invention not be limited to the particular embodiment dis-
closed, but that the present invention will include all
embodiments falling within the scope of the appended
claims.

What is claimed is:

1. A configurator station comprising:

a configuration processor;

persistent memory coupled to the configuration processor

and configured to store configuration information per-
taining to previously configured client stations;
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a button capable of being activated, wherein a time
duration for which the button is activated corresponds
to a first-duration button activation or a second-dura-
tion button activation;

the configuration processor configured to open a configu-
rator timing window in response to the first-duration
button activation; and

the configuration processor configured to release, from
the persistent memory, the configuration information
pertaining to previously configured client stations in
response to the second-duration button activation.

2. The configurator station of claim 1, wherein the con-
figuration processor is further configured to generate either,
or both of, a new Service Set Identifier (SSID) and a new
passphrase in response to the second duration button acti-
vation.

3. The configurator station of claim 1, wherein:

the first-duration button activation corresponds to one of
a short button activation and a long button activation;
and

the second-duration button activation corresponds to the
other one of the short button activation and the long
button activation.

4. The configurator station of claim 1, wherein a length of
time the configurator timing window remains open is con-
figurable.

5. The configurator station of claim 1, wherein the con-
figuration processor is further configured to:

generate a first beacon frame including authentication
enablement information to be transmitted during a time
interval when the configurator timing window is open;
and

generate a second beacon frame that does not include
authentication enablement information to be transmit-
ted during a time interval when the configuration
timing window is closed.

6. The configurator station of claim 5, wherein the authen-
tication enablement information includes a flag indicating
whether a client station has been configured during a current
configurator timing window.

7. The configurator station of claim 6, wherein the con-
figuration processor is further configured to disallow con-
figuration of more than one client station during the current
configurator timing window.

8. A collocated device functioning as a configurator, the
collocated device comprising:

a processor;

non-volatile memory coupled to the processor;

a button capable of being activated, wherein a time
duration for which the button is activated corresponds
to a short button activation or a long button activation;

during a time when the collocated device is an unconfig-
ured collocated device, the processor initiates configu-
ration of the collocated device in response to the short
button activation; and

after the collocated device is configured, the processor
opens a configurator timing window in response to the
short button activation.

9. The collocated device of claim 8, wherein the processor
releases configuration information pertaining to previously
configured client stations in response to the long button
activation.

10. The collocated device of claim 8, wherein the con-
figuration includes obtaining either or both of a Service Set
Identifier (SSID) and a passphrase to subsequently be uti-
lized when configuring client stations.
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11. The collocated device of claim 10, wherein the pro-
cessor is further configured to obtain either or both of the
SSID and the passphrase using manual entry.

12. The collocated device of claim 10, wherein the
processor is further configured to generate either or both of
the SSID and the passphrase.

13. The collocated device of claim 8, wherein the pro-
cessor is further configured to:

generate a first beacon frame including authentication

enablement information to be transmitted during a time
interval when the configurator timing window is open;
and

generate a second beacon frame that does not include

authentication enablement information to be transmit-
ted during a time interval when the configuration
timing window is closed.

14. The collocated device of claim 13, wherein the
authentication enablement information includes a flag indi-
cating whether a client station has been configured during a
current configurator timing window.

15. The collocated device of claim 14, wherein the
configuration processor is further configured to disallow
configuration of more than one client station during the
current configurator timing window.

16. A system comprising:

a wireless access point;

a configurator collocated with the wireless access point,

the configurator comprising:

a configuration processor;

memory coupled to the configuration processor and
configured to store configuration information per-
taining to previously configured client stations;

a button capable of being activated, wherein a time
duration for which the button is activated corre-
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sponds to a first-duration button activation or a
second-duration button activation;

in response to the first-duration button activation dur-
ing a time when the configurator has been config-
ured, the processor opens a configurator timing win-
dow; and

in response to the second-duration button activation,
the processor forces previously configured client
stations to repeat an authentication process to regain
an ability to engage in secure wireless communica-
tions.

17. The system of claim 16, wherein the processor, in
response to the second-duration button activation, releases
the configuration information pertaining to previously con-
figured client stations from the memory.

18. The system of claim 17, wherein the processor obtains
either, or both of, a new Service Set Identifier (SSID) and a
new passphrase in response to the second duration button
activation.

19. The system of claim 16, wherein in response to the
first-duration button activation during a time when the
configurator is unconfigured, the processor initiates configu-
ration of the configurator in response to the short button
activation.

20. The system of claim 16, wherein the processor is
further configured to:

generate a first beacon frame including a flag indicating

whether a client station has been configured during a
current configurator timing window; and

if the flag indicates that a first client station has been

configured, disallow configuration of a second client
station during the current configurator timing window.
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